How to Get Verification Code from IP camera

Method 1: Go to device label on the back of the device and check the verification

code like ABCDEF see picture 1.
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Method 2: Check the verification code via web or iVMS 4200

1. Login the device via web browser or add the device via 4200
2. Go to Configuration>Network->Advanced Settings—> Platform
3. Click the eye icon and get the verification code, see picture 2.

Verification Code (ssssne

Picture 2

Method 3: Get the verification code via secureCRT.
Step 1: Enable SSH of IPC via Device Network SDK demo
1. Add the camera to ClientDemo tool. Input IP address, port number and

password and click add, see picture 3.
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2. Choose the camera and find the path: Product Related->IPC/IPD CFG->Device
Server->SSH. Choose Disable(there’s logic issue here in the tool), and click Set
to save the setting, see picture 4.
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Step 2: login the device via secureCRT tool in SSH.
1. Click quick connect
2. Input device IP and username and click Connect, see picture 5.



Input device IP (make sure that your PC'
and device are in same LAV condition)

Click here after all the procedure above
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3. Click “Accept Once” or “Accept& Save” and input the device password, see
picture 6.
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The host key database does not contain an entry for the
hostname 192.168. 1. 133, which resolved to 192.168.1.133,
port 22, If you have received this message more

than once for 192. 168. 1,133, this may mean that 192,168.1.133
is an "alias” which resolves to different hosts.

It is recommended you verify your host key before accepting.

Server's host key fingerprint (MDS hash):
05:e8:fb:64:55: 7¢:9f:9a: 29:c41e3:fb:0e:02: 75: 5d

The choice is yowrs
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4. Input “showKey” and press “Enter” button, the Permanent code is the
verification code for the device, see picture 7.
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# showkey;

Enah1e:14 Permanent code:123456| 14s5BZC (default)
UserID:

FirmwareID:00000001000000010000010000140b0b00000001000000080000000000000002
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